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Release 22.05-May 2022
Member Designation Controls for Currently 

Serving Primary Member
• Adds additional control to the Member Designation configuration (Tool 

#523); enables credit unions to restrict the primary member from being 
selected via the “currently serving” feature.

• Applies to Teller and Xpress Teller



Enhancements to Insider Audit/ Due Diligence 
Reports Tool #402

• Tool #402 enables you to generate reports on employee account 
activity as well as reports on members flagged with due diligence 
code. 

• Added a fifth report “Account List Only” which lists account numbers 
and names for members with insider/employee type code or due 
diligence code.

• Reports updated to add separate date selections.
• Number one analytical tool for analyzing high risk member accounts 

as well as employee accounts.

Release 22.10 – October 2022



Enhancements to Insider Audit/ Due 
Diligence Reports Tool #402



Release 22.10 – October 2022

• Now include credit card cash advances at ATM’s in the BSA 
monitoring configuration Tool #169. Auditlink recommends you 
activate this feature.

Credit Card Advances from ATMs Added to BSA 
Monitoring



Credit Card Advances from ATMs Added to 
BSA Monitoring



Release 22.10 – October 2022
Fraud Alert/ Block Persons List To Display and 

Search by Full SSN Tool #892



• Tool #1695 View User/ Employee ID Security to view the CU*BASE User 
and Employee ID. 

Answers the question from Michigan examiners, “Can you generate a 
report that shows if an employee has compromised another employees 
ID and password?” 

Release 22.10 – October 2022 

New Canned Queries Employee Security Data



• Member Designation Controls for Currently Serving Primary 
Member.

• Enhancements to Insider Audit/ Due Diligence Reports Tool 
#402

• Credit Card Advances from ATMs Added to BSA Monitoring

• Fraud Alert/ Block Persons List To Display and Search by Full 
SSN

• Tool #1695 Canned Query Employee Security Data

Previous Releases Recap



MAY-2023

CU*BASE Release 
23.05



Release 23.05 May-2023
Multi-Factor Authentication Tool #569

• Introducing our new architecture to provide credit unions to add this 
level of security in additional areas, with the first area being the Personal 
Information Update area.

• Offers credit unions the option to require two-factor authentication for 
members who want to change their address, phone, email address, and 
other personal information



Tool #569- Online/Mobile/Text 
Banking VMS Configuration

Multi-Factor Authentication Personal 
Information Updates

• Allow maintenance of personal information 
by member (online)

New option added to allow Direct Update 
with two factor (text/email)

Will use phone numbers and email on file 
for member

Member must use Two-Factor 
Authentication to access personal 
information page with Online Banking, not 
just update



Two-Factor Authentication 
Module from a member’s 
perspective 

Multi-Factor Authentication Personal 
Information Updates

• When Navigating to access personal 
information from the profile menu  the 
member will be presented with a Two-
Factor Authentication module

• If you use First-Time User activation this 
process works the same.



Two-Factor Authentication 
Module from a member’s 
perspective 

Multi-Factor Authentication Personal 
Information Updates

• Once selecting Personal Information, 
the member will be presented with the 
new Two-Factor Authentication module 
to gain access

• The member must select either a 
phone number that has text 
availability or an email to receive the 
one-time access code



Two-Factor Authentication 
Module from a member’s 
perspective 

Multi-Factor Authentication Personal 
Information Updates

• A code will be sent to the member via 
the channel they selected (text/email)

• Once the member receives the code, 
they must then enter it within the 
module and continue into the 
Personal Information module



Two-Factor Authentication 
Module from a member’s 
perspective 

Multi-Factor Authentication Personal 
Information Updates

• Once successfully completed Two-
Factor Authentication process, the 
member will then have access to their 
personal information.

• The member now can view and edit 
their Personal Information. This update 
will be the same as a Direct Update. 
No review option is available.



Multi-Factor Authentication In Future 
Releases

Watch for more use of this feature coming in future 
releases. Next on the docket is optional multi-factor 

authentication for enrolling for Person-to-Person 
(P2P) transfers.

To find out more visit our kitchen page.
Authentication Enhancements for Online/Mobile 

Banking | CU*Answers (cuanswers.com)

https://www.cuanswers.com/resources/kitchen/authentication-enhancements-for-online-mobile-banking/
https://www.cuanswers.com/resources/kitchen/authentication-enhancements-for-online-mobile-banking/


Enhancements to Wire Transfer Tracking
• Wire Transfer Tracking (Tool #981) has been updated to sort the most 

recent wires first. And like so many dashboards, the columns are now 
sortable.

Release 23.05 May-2023



• Multi-Factor Authentication

• Enhancements to Wire Transfer Tracking

Release 22.05 May-2023 Recap



TOOLS YOU SHOULD ALL HAVE ACCESS TO

Under Utilized Tools



• Tool 559 – OFAC scan history

• Tool 951  – View employee security

• Tool 159 – Critical field monitoring

• Tool 247 – Due diligence codes

• Tool 537 – Abnormal Activity Monitoring / Pattern Recognition 

• Tool 402 – Insider audit/high risk accounts

• Tool 565 – Online Banking Stats

Under Utilized or Unknown
Tools You Should All Have Access To



• Tool 565 – Online banking stats

• Tool 546 – Overpaid credit cards

• Tool 664 – Print member trackers – OFAC overrides

• Tool 260 – Configure memo types

• Tool 1892 – View Fraud Alert/Block Persons List

Under Utilized or Unknown
Tools You Should All Have Access To



Questions?

Let’s take a five-minute Break! 
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